Art. 30 GDPR

Records of processing activities

' Each controller and, where applicable, the controller’s representative, shall maintain a
record of processing activities under its responsibility. © That record shall contain all of the
following infommation:
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(e)

(f)
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the name-and contact details of the controller and, where applicable, the joint controfler,
the comtroller’s representative and the data protection officer;

the purposes of the processing
a description of the categories of data subjects and of the categories of personal data;

the categaores of recipients to whom the personal data have been or will be disclosed
including recipients in third countrics or intemational crganisations;

where applicable, tansfers of personal data to a third country or an international
organisation, including the identification of that third country of intermational
organisation and, in the case of transfers refermed 1o in the second subparagraph of
Article 49(1), the documentation of suitabie sateguards;

where possible, the emwvisaged time limits for erasure of the different categonies of data;

where possible, a general description of the technical and crganisational security
measures referred to in Article 32(1).

Each processor and, whene appiicable, the processor's represcntative shall maintain a record
of all categories of processing activities camied out on behalt of a controller, containing:

()

()

()

the ame and contact detatls of the processaor or processors and of each controfler on
behalf of which the processor is acting, and, where applicable, of the controller's or the
processor's representative. and the data protection officer;

the categonies of processing carmied out on behalf of each controfier;

where applicable, transters of personal data to a third country or an international
organisation, including the identification of that third country or intemational
organisation and, in the case of transfers referred to in the second subparagraph of
Article 49(1), the documentation of suitable safequards;

where possible, a general description of the technical and organisational security
measures referred o in Article 32(1).

The records referred to in paagraphs 1 and 2 shall be inwriting, induding in electronic fonm.

The controfler or the processor and, where applicable, the controflers or the processors
representative, shall make the record available to the supenasory authonty on request



